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SOCIAL SECURITY NUMBERS 

IT SEEMS LATELY THAT THE NUMBER IS MORE ‘SOCIAL’ THAN ‘SECURE’
 
Shocking, but true … courts in the U.S., including the U.S. Supreme Court itself, have recently held that the ILLEGAL use of a Social Security Number (SSN) to secure employment or obtain a car loan is NOT a crime, NOT a fraud, and NOT a violation of identity theft laws.  

It has become perfectly acceptable to the courts for U.S. citizens to apparently ‘share’ their SSNs (regardless of whether these citizens actually know they are sharing it) with illegal immigrants who use them on job applications and for credit cards and loan requests.
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Now, ENA has no intention here of wading into the political firestorm that is our nation’s current immigration policy, just as we refused to be drawn into that debate when ENA first reported on this topic back in May 2009.  At that time, the U.S. Supreme Court had just released its opinion in Flores-Figueroa v. United States, ___ U.S. ___, 129 S.Ct. 1886 (2009), holding that a Mexican immigrant, here illegally, who provided a fraudulent SSN on a job application at a steel manufacturing plant in Illinois was not guilty under the federal identity theft statute because he did not ‘knowingly’ use someone else’s SSN.
We are re-visiting the topic this month because of the recent  news that the Colorado Supreme Court had ruled in October 2010 in Montes-Rodriguez v. People, 09-SC-322 (2010), that a man who used someone else's SSN to obtain a car loan did not commit a crime or perpetrate a fraud because he used his own real name and other personal identifying information on the loan application.  In essence, our courts are now expanding and legitimizing the idea, at least in the minds of workers, that the use of fraudulent or stolen SSNs is an acceptable activity for which there will be no punishment.

This trend is both dangerous and disturbing.  It should give all employers and HR professionals considerable pause.  Why, you ask?

Because, now, an employee who submits a fraudulent SSN can walk away ‘scot-free’ from any criminal liability, while the Company he works for remains subject to fines and penalties, and the Company’s managers and HR directors remain subject to criminal prosecution, for failing to adequately verify that employee’s status and hiring an unauthorized/undocumented worker.

As we all know, employers in the U.S. must obtain right-to-work documentation from all new hires, which includes proof of a valid SSN. This is the I-9, the universal tool for confirming that a potential hire is authorized to work in the U.S.  We also touched on this subject in our September 2010 NewsFlash on HR Immigration Policies with our Special Guest Author in that issue, David Nachman, Esq.

I-9 enforcement actions nationwide by the federal government are also trending toward significantly increased scrutiny of employers’ I-9 forms and processes. Immigration and Customs Enforcement (ICE) opened nearly 2,200 cases in fiscal 2010, up from about half that number in 2008.
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Recently, there has been a rather high number of criminal prosecutions of company owners, managers, and human resources personnel in those companies, and courts have imposed heavy fines and seized property and bank accounts, even in those instances involving just a very few unauthorized workers.  Key company executives have even gone to prison in certain circumstances.

Even though there have been increased investigations and enforcements recently, there are certain federal agencies that have, in effect, turned a blind eye to the fraudulent use of SSNs.

Significantly, the IRS receives millions of W-2s with names that don’t match their SSNs and allows these discrepancies to go largely unchallenged.  Why?  As Mark W. Everson, the Commissioner of the IRS, said in a NY Times article in 2007, the IRS “want[s] your money whether you are here legally or not and whether you earned it legally or not.” Nina Bernstein, “Tax Returns Rise for Immigrants in U.S. Illegally,” The New York Times, April 16, 2007.  

An interesting dilemma for employers, isn't it? On the one hand, there are federal agencies like the DOL auditing your records and verification systems looking to fine you for even the simplest of mistakes, while on the other hand the Courts ignore even the most egregious violations by workers and the IRS just "wants the money".  So what can employers do?

It is essential that companies nationwide take immediate precautions to protect themselves from civil and criminal liability.  Every employer should develop new policies and should train key HR staff and managers in verification procedures and the veracity of documents employees are showing as proof of an ability to work in the U.S. Employers should not wait for a phone call, letter, or knock on the door.
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Brian E. Curtis, Esq. and the firm of Stryker, Tams & Dill have the knowledge and expertise to help you navigate these issues and avoid fines, penalties, and potential lost revenues.  Reach out now!

The materials and information disclosed in this Employment News Alert NewsFlash is for informational purposes only. It is not for the purpose of providing legal advice and does not create an attorney-client relationship between the firm of Stryker, Tams & Dill LLP and the reader, or between Brian E. Curtis, Esq. and the reader.

*Excerpts reprinted with permission.
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